Ostrzezenia dotyczqce bezpieczenstwa dla terminali sieciowych

(zgodnie z Rozporzgdzeniem Parlamentu Europejskiego i Rady (UE)

2023/988 w sprawie ogdinego bezpieczefistwa produktéw — GPSR)

Wazne! Terminal sieciowy (Access Point, Router, Bridge, ONT) jest

urzqgdzeniem elektronicznym przeznaczonym do ciggtej pracy. Niewtasciwa

instalacja, brak wentylacji lub uzycie nieodpowiedniego zasilania moze

prowadzi€ do pozaru, porazenia prgdem lub zaktécen w tgcznosci

krytycznej.

1. 0Ogoine bezpieczenstwo i przeznaczenie

Ryzyko pozaru i przegrzania (Krytyczne): Urzqdzenie generuje ciepto
podczas pracy. Nie wolno go przykrywag¢, umieszcza¢ wewnqtrz
ciasnych, zamknietych przestrzeni bez wentylaciji (np. szafek bez
otworéw) ani kta§é na miekkich powierzchniach (dywanach, poscieli),

ktére mogq blokowaé otwory wentylacyjne.

Bezpieczenstwo radiowe (Krytyczne): Urzgdzenie emituje fale
radiowe. Nalezy zachowaé minimalng odlegtos¢ od ciata uzytkownika
(zazwyczaj 20 cm) okreslong w specyfikacii technicznej, aby unikngé

nadmiernej ekspozycji na promieniowanie elektromagnetyczne.

Bezpieczehstwo dzieci: Urzqdzenie nie jest zabawkq. Mate elementy,
takie jak anteny, zatyczki portéw, baterie w pilotach (jesli dotyczy)
oraz zasilacze, stanowiq zagrozenie zadtawienia. Przewody zasilajgce

i sieciowe stwarzajq ryzyko uduszenia.

Wiasciwe uzytkowanie: Terminal jest przeznaczony wytqcznie do
transmisji danych. Nie nalezy otwiera¢ obudowy ani modyfikowac
oprogramowania uktadowego (firmware) na nieoficjalne, co moze

doprowadzi¢ do przegrzania modutéw radiowych.



2. Bezpieczenstwo elektryczne i instalacja

Zasilanie (Krytyczne): Uzywaj wylgcznie oryginalnego zasilacza
dotgczonego do zestawu. Stosowanie zasilacza o niewtasciwym
napieciu (V) lub polaryzacji moze spowodowaé natychmiastowy

zapton elektroniki lub porazenie prgdem.

Ochrona przed przepigeciami: Zaleca sie podtgczanie terminala do
listwy filtrujgcej lub zasilacza awaryjnego UPS. Wytadowania
atmosferyczne (burze) mogqg doprowadzi¢ do przepigecia w sieci
energetycznej lub telekomunikacyjnej, niszczqc urzgdzenie i

stwarzajqc ryzyko pozaru.

Wilgo¢ i woda: Urzqdzenie jest przeznaczone wytgcznie do uzytku
wewnaqtrz suchych pomieszczen (o ile nie posiada certyfikatu IP do
pracy na zewnqtrz). Kontakt z wodq lub kondensacja pary wodnej
grozi trwatym zwarciem.

Zarzqdzanie kablami: Przewody sieciowe i zasilajgce nalezy uktadaé
tak, aby nie stwarzaty ryzyka potkniecia sie oraz nie byty narazone na
uszkodzenia mechaniczne (np. przytrzasniecie drzwiami lub
meblami).

3. Eksploatacja i konserwacja

Porty swiattowodowe (Dotyczy ONT/ONU): Nigdy nie patrz
bezposrednio w aktywny port $§wiattowodowy ani w kohcdwke
przewodu Swiattowodowego. Emitowana wigzka lasera jest
niewidoczna dla oka, ale moze spowodowaé nieodwracalne
uszkodzenie siatkdwki.

Czyszczenie: Przed czyszczeniem odiqcz urzgdzenie od zasilania.
Czys€ wytqcznie suchg szmatkq. Nie uzywaj ptynéw ani aerozoli, ktére
mogtyby przedostac sie przez otwory wentylacyjne do wnetrza
obudowy.

Stabilnosé: Urzgdzenie powinno sta¢ na ptaskiej powierzchni lub by¢

solidnie zamontowane do $ciany za pomocqg dedykowanych



uchwytow. Upadek urzqgdzenia moze uszkodzi¢ delikatne gniazda

portdw lub anteny.
4. Utylizacja

« ZSEE (Zuzyty Sprzet Elektryczny i Elektroniczny): Terminale sieciowe
zawierajq podzespoty elektroniczne podlegajgce obowigzkowej

utylizacji. Nie wolno ich wyrzucaé€ do zwyktego kosza na Smieci.

« Recykling: Zuzyte urzqgdzenie nalezy odda¢ do punktu zbibrki
elektroodpaddw. Metale szlachetne i tworzywa sztuczne uzyte w
produkcji mogq zosta¢ odzyskane.

« Opakowanie: Kartonowe pudetka oraz elementy ochronne z tworzyw
sztucznych nalezy posegregowac i wrzuci¢ do odpowiednich
pojemnikdw na surowce wtérne.



