Ostrzezenia dotyczqce bezpieczenstwa dla telefonéw internetowych

(zgodnie z Rozporzgdzeniem Parlamentu Europejskiego i Rady (UE)
2023/988 w sprawie ogdinego bezpieczefistwa produktéw — GPSR)

Wazne! Telefony internetowe (VolP) sq zaawansowanymi urzgdzeniami
telekomunikacyjnymi wymagajqgcymi statego potqgczenia z sieciq oraz
zasilania. Niewtasciwa konfiguracja, uzycie nieoryginalnych zasilaczy lub
brak zabezpieczen sieciowych moze prowadzi¢ do awarii urzgdzenia,
porazenia prgdem, a takze nieuprawnionego dostepu do danych

osobowych i naduzy¢ telekomunikacyjnych.
1. 0Ogéine zasady bezpieczenstwa i zasilanie

« Zasilanie: Nalezy uzywa¢ wytgcznie oryginalnego zasilacza
dotgczonego do zestawu lub zgodnego ze standardem PoE (Power
over Ethernet) wskazanym w specyfikacji. Uzycie nieprawidtowego

zrédta prqdu grozi przegrzaniem, pozarem lub porazeniem prgdem.

« Dostep do gniazda: Gniazdko zasilajgce powinno znajdowac sie w
poblizu urzgdzenia i by¢ tatwo dostepne, aby w razie awarii mozliwe

byto natychmiastowe odtqczenie telefonu od sieci.

« Wilgoc¢ i woda: Urzgdzenie jest przeznaczone do uzytku wewnqtrz
suchych pomieszczeh. Nie nalezy uzywac telefonu w poblizu wody

(umywalki, wanny) ani dotykaé zasilacza mokrymi rekami.
2. Bezpieczenstwo komunikaciji i potgczen alarmowych

« Potgczenia alarmowe (Krytyczne): W przeciwienstwie do
tradycyjnych linii telefonicznych, telefon internetowy moze nie dziataé
podczas przerwy w dostawie prgdu lub awarii tgcza internetowego.
Zawsze miej dostep do alternatywnego §rodka tqcznosci (np. telefonu

komérkowego) w celu wezwania stuzb ratunkowych.

« Lokadlizacja: Ustugi VolP mogq nie przesyta¢ automatycznie Twojej
doktadnej lokalizacji geograficznej do centréw powiadamiania
ratunkowego. Upewnij sig, ze Twoje dane adresowe u operatora VolIP
sq aktualne.



3. Cyberbezpieczenstwo i dane osobowe

Hasta i dostep: Niezwiocznie po instalacji zmien fabryczne hasto
administratora do panelu zarzqdzania telefonem. Pozostawienie
domysinych haset naraza uzytkownika na przejecie urzgdzenia przez

osoby trzecie i generowanie kosztownych potgczeh na Twéj rachunek.

Aktualizacje oprogramowania: Regularnie instaluj aktualizacje
oprogramowania uktadowego (firmware) udostepniane przez
producenta, aby zapewni¢ ochrone przed nowymi lukami w

bezpieczenstwie.

4. Zagrozenia mechaniczne i eksploatacja

Ryzyko upadku: Telefon powinien sta¢ na stabilnej, antyposlizgowej
powierzchni. Przewody (sieciowy i zasilajgcy) nalezy poprowadzi¢ tak,
aby nie stwarzaty ryzyka potknigcia i nie powodowaty przypadkowego

Sciggnigcia urzgdzenia z blatu.

Ochrona stuchu: Unikaj przyktadania stuchawki do ucha, gdy telefon
dzwoni gtoéno lub gdy ustawiony jest tryb gtoSnomoéwigcy o wysokim

natezeniu dzwigku, aby zapobiec uszkodzeniu stuchu.

Mate elementy: Urzqgdzenie moze posiada¢ zdejmowane przyciski lub

zaslepki, ktére stanowiq ryzyko zadtawienia dla matych dzieci.

5. Utylizacja i ochrona Srodowiska

Odpady elektroniczne (WEEE): Produktu nie wolno wyrzucaé¢ do
zwyktego kosza na §mieci. Jako sprzet elektryczny i elektroniczny,
telefon musi zosta¢ przekazany do wyspecjalizowanego punktu

zbidrki w celu recyklingu.

Baterie: Jesli telefon posiada wbudowany akumulator lub
podtrzymanie bateryjne, nalezy je zutylizowaé zgodnie z lokalnymi

przepisami dotyczgcymi zbidrki baterii.

Dane wrazliwe: Przed oddaniem urzqdzenia do utylizacji lub

odsprzedazqg nalezy przywrdci€ ustawienia fabryczne, aby trwale



usunqc¢ historig potgczen, ksigzke telefonicznqg i dane logowania do
konta SIP.



