Ostrzezenia dotyczqce bezpieczenstwa dla przetgcznikéw KVM

(zgodnie z Rozporzgdzeniem Parlamentu Europejskiego i Rady (UE)

2023/988 w sprawie ogdinego bezpieczefistwa produktéw — GPSR)

Wazne! Przetqczniki KVM sqg urzgdzeniami stuzgcymi do obstugi wielu

komputeréw za pomocgq jednej klawiatury, myszy i monitora.

Nieprawidtowe podiqczenie przewodow, stosowanie zasilaczy o

niewtasciwych parametrach lub manipulacja przy ztgczach pod

napieciem moze prowadzi¢ do uszkodzenia ptyt gtdwnych wszystkich

poditgczonych jednostek, porazenia prgdem oraz utraty danych.

1. Bezpieczenstwo elektryczne i zasilanie

Zasilanie zwrotne (Backpowering): Niektore tansze lub uszkodzone
kable/przetqgczniki KVM mogg powodowaé przesytanie napiecia
miedzy podtgczonymi komputerami. Moze to doprowadzi¢ do
spalenia portdw USB lub wejs¢ wideo. Nalezy uzywaé wytgcznie

certyfikowanych przewoddw wysokiej jakosci.

Oryginalny zasilacz: Jesli przetgcznik KVM wymaga zewnetrznego
zasilania (szczegblnie modele aktywne lub USB 3.0), uzywaj wytgcznie
zasilacza dostarczonego przez producenta. Niewtasciwe napiecie
moze trwale uszkodzic¢ elektronike przetqgcznika oraz podigczone do
hiego peryferia.

Uziemienie: Upewnij sig, ze wszystkie podigczone komputery oraz
monitor sq podiqgczone do gniazd z uziemieniem. Réznica
potencjatdw miedzy urzgdzeniami moze doprowadzi¢ do przeskoku
iskry podczas poditqgczania wtyczek i uszkodzenia procesora
syghatowego KVM.

2. Bezpieczenstwo danych i stabilnos¢ pracy

Odtgczanie napedow USB: Jesli przetqcznik KVM posiada wbudowany
hub USB, do ktérego podtqczone sq dyski lub pendrive'y, nie zmieniaj
aktywnego komputera podczas kopiowania danych. Gwattowne



odtgczenie zasilania od no$nika danych moze doprowadzi¢ do

uszkodzenia struktury plikow.

Btedy emulaciji: Niektore przetqczniki emulujg sygnaty klawiatury i
myszy. W przypadku pracy z systemami krytycznymi (np. serwerami
w trakcie aktualizacji BIOS), nagte przetgczenie sygnatu moze

spowodowac btedy wejscia i zawieszenie procesu.

3. Montaz i warunki eksploatacji

Zarzgdzanie kablami: Przetqczniki KVM generujg duzq plgtaning
kabli. Powinny one by¢ utozone tak, aby nie naprezaty gniazd w
urzqgdzeniu. Naprezone kable mogqg wytamaé gniazda
HDMI/DisplayPort/USB, co grozi zwarciem.

Przegrzewanie: Modele obstugujgce wysokq rozdzielczosé (np.
4K/8K) mogq sie nagrzewaé. Zapewnij swobodny przeptyw powietrza
wokot obudowy. Nie stawiaj przetqgcznika bezposrednio na

obudowach rozgrzanych komputerow.

tadowanie urzgdzen: Porty USB w przetgcznikach KVM zazwyczaj
stuzqg do przesytu danych, a nie do tadowania prqgdozernych urzqdzeh
(np. smartfonéw). Préba tadowania moze przecigzyé uktad zasilania
przetgcznika.

4. Higiena i konserwacja

Czyszczenie portow: Kurz wewnqtrz portéw wideo i USB moze
powodowacé zaktdécenia sygnatu i iskrzenie. Do czyszczenia uzywaj

wytqgcznie sprezonego powietrza.

Pltyny: Urzqdzenie nie jest wodoodporne. Kontakt z wodq podczas
pracy na biurku grozi natychmiastowym zwarciem wszystkich

poditgczonych jednostek centralnych.

5. Utylizacja

Zbiérka elektroodpadéw (WEEE): Przetqgczniki KVM zawierajq uktady

scalone i metale kolorowe. Zabrania sie wyrzucania ich do zwykiych



pojemnikow na Smieci. Produkt nalezy odda¢ do punktu zbiérki

zuzytego sprzetu elektronicznego.

Recykling kabli: Zuzyte kable (miedz i izolacja PCV) stanowig cenny
surowiec wtorny i powinny trafi¢ do punktow zbiérki metali.

Opakowania: Kartonowe pudetka i foliowe zabezpieczenia nalezy
segregowaé zgodnie z lokalnymi przepisami (papier [ tworzywa

sztuczne).



